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STUDIA PODYPLOMOWE 
„CYBERBEZPIECZEŃSTWO I ZARZĄDZANIE BEZPIECZEŃSTWEM INFORMACJI” 
 

Cel studiów 
Celem studiów jest przekazanie nowoczesnej wiedzy oraz praktycznych umiejętności w zakresie 
ochrony informacji i zarządzania bezpieczeństwem systemów komputerowych. Program 
przygotowuje specjalistów do skutecznej ochrony danych w organizacjach sektora publicznego  
i prywatnego, zgodnie z międzynarodowymi standardami (w tym ISO/IEC 27001 i ISO 22301). 
 
Adresaci studiów 

Studia są przeznaczone są dla absolwentów szkół wyższych jak również dla: 

• osób odpowiedzialnych za bezpieczeństwo informacji w firmach i instytucjach, 

• osób nadzorujących wdrażanie systemów bezpieczeństwa, 

• kandydatów planujących rozpoczęcie kariery w obszarze cyberbezpieczeństwa. 
 
Prowadzący 

Zajęcia prowadzą doświadczeni praktycy (60% zajęć prowadzą specjaliści-praktycy, aktywni 

zawodowo w obszarze bezpieczeństwa informacji) i eksperci w zakresie: 

• cyberbezpieczeństwa, 

• zarządzania systemami bezpieczeństwa informacji, 

• prawa ochrony danych, 

• bezpieczeństwa IT. 
 
Przedmioty 

• wprowadzenie do cyberbezpieczeństwa i zarządzanie ryzykiem operacyjnym 
• aspekty technologiczne w cyberbezpieczeństwie 
• cyberbezpieczeństwo – tendencje rozwojowe 
• prawne aspekty zarządzania bezpieczeństwem informacji 
• system zarządzania bezpieczeństwem informacji wg ISO/IEC 27001:2023 
• ochrona danych osobowych i informacji niejawnych 
• bezpieczeństwo sprzętu, systemów i sieci informatycznych 
• bezpieczeństwo w bankowości elektronicznej 
• zarządzanie ryzykiem 
• zarządzanie kryzysowe 
• szacowanie i postępowanie z ryzykiem w bezpieczeństwie informacji wg ISO/IEC 27001:2023 
• audytor wewnętrzny systemu zarządzania bezpieczeństwem informacji wg ISO/IEC 27001:2023 
• administrator bezpieczeństwa informacji 
• zarządzanie ciągłością działania wg ISO 22301:2020 
• praktyka zarządzania bezpieczeństwem informacji – studia przypadków 

 
Czas trwania studiów 

• dwa semestry 

• 172 godzin 

• zajęcia weekendowe (soboty i niedziele) 
 
Warunki ukończenia 

Warunkiem ukończenia studiów jest uzyskanie zaliczeń i zdanie egzaminów z przedmiotów 
określonych w planie studiów oraz złożenie egzaminu końcowego, który obejmuje problematykę 
przedmiotów prowadzonych w ramach studiów. Ostateczny wynik studiów zostanie ustalony 
poprzez uwzględnienie oceny uzyskanej z egzaminu końcowego oraz ocen uzyskanych z czterech 
egzaminów przedmiotowych:  

• wprowadzenie do cyberbezpieczeństwa i zarządzanie ryzykiem operacyjnym 
• prawne aspekty zarządzania bezpieczeństwem informacji 
• szacowanie i postępowanie z ryzykiem w bezpieczeństwie informacji wg ISO/IEC 

27001:2023 
• audytor wewnętrzny systemu zarządzania bezpieczeństwem informacji wg ISO/IEC 

27001:2023 
 
Absolwenci studiów otrzymają 

• świadectwo ukończenia studiów podyplomowych  
 

Koszt uczestnictwa 
2200 zł/semestr 


